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This privacy notice discloses the privacy practices of our company. This
privacy notice applies solely to information collected by this website. It will
notify you of the following:

● What personally identifiable information is collected from you through
the website, how it is used and with whom it may be shared.

● What choices are available to you regarding the use of your data.
● The security procedures in place to protect the misuse of your

information.
● How you can correct any inaccuracies in the information.

Information Collection, Use, and Sharing
You also hereby consent to receive marketing communications via automated
telephone dialing system and/or pre-recorded calls, text messages, and/or
emails from our “Premiere Partners” and marketing partners at the phone
number, physical address and email address provided above, even if you are
on any State and/or Federal Do Not Call list. Consent is not a condition of
purchase and may be revoked at any time. Message and data rates may
apply

We will use your information to respond to you, regarding the reason you
contacted us. We will not share your information with any third party outside
our organization, other than as necessary to fulfill your request.

Unless you ask us not to, we may contact you via email in the future to tell you
about specials, new products or services, or changes to this privacy policy.

Your Access to and Control Over Information
You may opt out of any future contacts from us at any time. You can do the
following at any time by contacting us via the email address or phone number
given on our website:



● See what data we have about you, if any.
● Change/correct any data we have about you.
● Have us delete any data we have about you.
● Express any concern you have about our use of your data.

Security
We take precautions to protect your information. When you submit sensitive
information via the website, your information is protected both online and
offline.

Wherever we collect sensitive information (such as credit card data), that
information is encrypted and transmitted to us in a secure way. You can verify
this by looking for a lock icon in the address bar and looking for “https” at the
beginning of the address of the webpage.

While we use encryption to protect sensitive information transmitted online,
we also protect your information offline. Only employees who need the
information to perform a specific job (for example, billing or customer service)
are granted access to personally identifiable information. The
computers/servers in which we store personally identifiable information are
kept in a secure environment.

If you feel that we are not abiding by this privacy policy, please contact us.

CCPA – Regarding California Residents
The CCPA provides consumers (California Residents) with specific rights
regarding their personal information. This section describes your CCPA rights
and explains how to exercise those rights.

Access to Specific Information and Data Portability Rights
You have the right to request that our company discloses certain information
to you about our collection and use of your personal information over the past
12 months. Once we receive and confirm your verifiable consumer request we
will disclose to you:

● The categories of personal information we collected about you.



● The categories of sources for the personal information we collected
about you.

● Our business or commercial purpose for collecting or selling that
personal information.

● The categories of third parties with whom we share that personal
information.

● The specific pieces of personal information we collected about you
(also called data portability request)

● If we sold or disclosed your personal information for a business
purpose, two separate lists disclosing:

○ Sales, identifying the personal information categories that each
category of recipient purchased.

○ Disclosures for a business purpose, identifying the personal
information categories that each category of recipient obtained.

Exercising Access, Data Portability, and Deletion Rights
To Exercise the access, data portability and deletion rights described above,
please submit a verifiable consumer request by emailing
request@tcpacompliance.co:

Only you, or a person registered with the California Secretary of State that you
authorize to act on your behalf, may make a verifiable consumer request
related to your personal information.

You may only make a verifiable consumer request for access or data
portability twice in a 12-month period. The verifiable consumer request must:

Provide sufficient information that allows us to reasonably verify you are the
person about whom we collected personal information or an authorized
representative.

Describe your request with sufficient detail that allows us to properly
understand, evaluate and respond to it.

We cannot respond to your request or provide you with personal information if
we cannot verify your identity or authority to make the request and confirm the
personal information relates to you.



We will only use personal information provided in a verifiable consumer
request to verify the requestor’s identity or authority to make the request.


